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I. PURPOSE

To recognize that complying with CJIN policies and procedures is critical to maintaining an effective criminal justice information system.   

II. POLICY

A. All Department members will comply with all NCIC requirements in the use of the NCIC/CJIN system.

III. PROCEDURE

A. Security

1. PSC’s & Records clerks are required to adhere to the policies and procedures set forth in the State of Montana, Department of Justice CJIN Users Guide.  

2. Guidelines for determining appropriate usage are located in Section 2, 2.1.2 of the CJIN Users Guide.  PSC’s are required to follow these guidelines with due diligence.  

3. Failure to abide by usage guidelines may result in discipline against the employee by the Department and/or sanctions against the PSC and the agency by CJIN.

4. All employees accessing CJIN/NCIC services will be held accountable for the appropriate and correct use of requested information and how that information was disseminated.

5. Any known violations of CJIN User or Department policies 

regarding CJIN/NCIC use will be reported promptly to the Department TAC and/or the SSD Supervising Officer.

6. CJIN/NCIC services will be used exclusively for official Department business, and only within the guidelines and restrictions put forth in this policy.

7. Employees are reminded that all CJIN/NCIC transactions, CAD messaging, and other transactions are recorded and monitored. Any misuse will be considered grounds for disciplinary action.

B. Department property

1. All computer equipment and associated hardware, software and peripherals within the dispatch center and records offices are the property of the City of Helena, Lewis & Clark County and/or the Helena Police Department and are intended only for use in conducting official business.

2. Department members do not maintain any right to privacy concerning the use of government-owned equipment.

3. The Department reserves the right to access any information contained on CJIN/NCIC terminals, within the CJIN/NCIC system, or to access any logged or transmitted messages or data requests.

C. General information

1. The main CJIN terminal for the Department is located at position #2 in the dispatch center.

2. The main CJIN terminal receives locates and hit confirmations from other agencies.  These inquiries can be time sensitive and must be responded to in a timely manner.

3. The audio volume for this terminal must remain at a level in which it can be heard by a PSC at any dispatch position within the center.  Audio at this position will not be muted at any time.

D. Administration

1. CJIN users are required to certify within six months from the date CJIN access was granted and recertify every two years.   

2. CJIN users must complete the certification or recertification training program established for their level of CJIN access.  Training programs range from an on-line certification or recertification course to an instructor led certification course or regional school. 

3. PSC’s will be required to turn in their completed online transcript & OMNIX exercises to a department TAC at least 30-days prior to their recertification date. 
E. Supervision, validation & quality control 
1. CJIN Terminal Agency Coordinators (TACs) will verify PSCs have mastered all the courses and completed all the exercises for certifications/recertifications.  The TAC will then submit the forms to the Lead TAC who is responsible for having the Agency Administrator (Chief of Police) sign the CJIN Certification document. 

2. The Lead CJIN TAC will submit a copy of the CJIN Certification Document to CJIN Services within one (1) week of the CJIN users certification deadline.  

3. TACs are responsible for validation of all NCIC records in accordance with NCIC procedures.

4. Agency TACs will conduct regular inspections of the Department’s compliance with NCIC procedures and will maintain documentation on user certifications, policy noncompliance, training and disciplinary actions.

5. The Department Lead TAC and the Systems Administrator will coordinate all audits of the Department’s NCIC operations.
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